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Who am I?
● Software developer
● Chairman of Overte e.V. (non-profit)
● Developer of Overte



  

Most systems have 
something in common



  

It’s a walled garden



  

Quick Look at Second Life



  

Multi-User world



  

Worlds to Explore



  

Inventory



  

User Accounts



  

Scripts



  

What is 
● A virtual world in the style of VR Chat, 

Resonite or Second Life
● Windows and Linux support
● Distributed architecture
● Scripting in JS (WebAssembly supported)
● Supported by Overte e.V., a non-profit



  

What makes us different?
● Decentralization.
● Distributed content hosting.
● No login required
● Scripting in JavaScript (V8)
● Desktop VR target
● No monetization/cryptocurrency/NFTs
● No lock-in



  

We look like the WWW



  

Decentralized 
infrastructure
● Servers run on any VPS
● Or from a personal computer with STUN



  

Benefits of Decentralization
● Hosting is troublesome
● We don’t have to pay for it
● Users can adapt to their needs or jurisdiction
● We can’t lock you out of your own creations
● You can use any resources you provide



  

Costs of Decentralization
● Users must seek a third party host
● Users must understand cloud hosting
● Personal servers may become unavailable
● Setup is non-trivial
● The world can’t be coherent



  

Solutions for 
Decentralization
● Pre-made images for common hosts
● Packages
● Build script
● Hosting from home
● Possible future:

– Server peering



  

Server Peering
● Servers establish links to each other
● And exchange content:

– Sound streams
– Textures
– Messages (eg, chat)



  

Distributed Content
● Content is hosted on any HTTP server
● Or on the actual server
● Clients simply receive URLs to download it
● Standard formats: glTF, PNG, JPG, etc.



  

Benefits of Distribution
● Hosting is legally troublesome
● We don’t have to pay for it
● Users can adapt to their jurisdiction
● We can’t lock you out of your own creations



  

Costs of Distribution
● Users must seek a third party host
● Content tends to disappear over time
● Standard content doesn’t exist
● Hosting your own avatar is complicated



  

Content Loss
● Sometimes people leave
● Or host content on places that disappear
● A server may have links to many different 

servers, some of which may not be reliable



  

Content Protection
● Unlike everyone else, we don’t have any
● We don’t plan to have any
● We can’t do it anyway
● We know some people don’t like it
● But our design makes it impossible



  

Solutions for Content
● Support for common hosts (eg. Dropbox)
● Maintenance tools
● WebDAV
● Future possibilities:

– Public server backups
– Temporary hosting of user assets on servers
– Serving content from the client



  

Costs of distributed auth
● Content by default is anonymous
● Difficulties with moderation
● No global bans



  

Benefits of distributed 
auth
● Easy access – just start the client
● No central system you can be excluded from
● You can choose who to interact with



  

Solutions to 
distributed auth
● Anonymous access by default
● Authentication by fingerprint
● Federated authentication
● Future possibilities:

– Federated moderation



  

Scripting Security
● Ask the users for permission
● Code signing with JAR files

– Existing, simple standard
– Existing tooling
– Allows for multiple signatures



  

Questions:
https://matrix.to/#/#overte:overte.org

https://overte.org
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