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Charles

● Computer Engineer

○ Ganesh - InfoSec

○ Gelos - Free Software

● Debian Contributor

○ Packaging

○ Localization

○ Debian Developer (DD)

● Software Engineer at Toradex 4

https://ganesh.icmc.usp.br/
https://gelos.club/
https://contributors.debian.org/contributor/charles@salsa/
https://qa.debian.org/developer.php?email=charlesmelara%40outlook.com
https://www.toradex.com/pt-br
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Who Are You?

● A few questions:

1. Is this your first time hearing about Debian?

2. Have you ever used/installed Debian?

3. Do you know what CVEs are?

4. Have you seen a CVE?

5. Do you know how Debian fixes CVEs?

6



The Debian Project
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About Debian :-)

● Free Software
○ Social Contract

○ Debian Free Software Guidelines
■ DFSG

● Collaborative Project
○ Constitution

○ Volunteer Based

● Transparency
○ Infrastructure

○ Mailing Lists and IRC 8

https://www.debian.org/intro/free
https://www.debian.org/social_contract
https://www.debian.org/social_contract#guidelines
https://www.debian.org/devel/constitution
https://www.debian.org/intro/people
https://lists.debian.org/completeindex.html


Development Cycle

● Goal:
○ Release a stable version

● How?
○ Freezing development

● The many “distros”
○ Unstable - Sid

○ Testing - Soon to be stable

○ Stable - Official stable

○ Oldstable - Previous stable
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Debian stable

● Frozen in time
○ Older versions of SW

○ No big changes

● Small changes only
○ Fixing severe bugs

■ Proposed-updates

○ Fixing vulnerabilities

■ Severe - Security feed

■ Minor - Proposed-updates

● Every ~2 months → New point release



CVE:
Common Vulnerabilities
and Exposures
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Common Vulnerabilities and Exposures

● CVE ID 
○ Global identifier

for vulnerabilities

● Format
○ CVE-YYYY-NNNNN

● Crowdsourced effort

● Main data source worldwide

● Mutable

● Can contain misleading information
12



How can I get a CVE?

● Via CNA 
○ CVE Numbering Authority

○ Hierarchical system

○ Root CNA is MITRE

○ Grouping/sub-CNAs

○ Pool of CVE IDs

○ Grant as see fit

○ Can be disputed

● cve.org at Mitre
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https://cve.org


CVEs for Debian
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Security Team
● Composed of Debian Developers (10)

○ Members, Assistants and Contributors

● Many tasks
○ Release Debian Security Advisories

○ Manage embargoed vulnerabilities

○ Manage fixes in proposed-updates

○ Handle special packages (Linux/Firefox/Chromium)

○ Front Desk: handle inbox

○ Manage team’s private key

○ Manage Debian’s CVE ID pool

○ Manage Security Tracker 15



Security Tracker

● security-tracker.debian.org
○ Website and git repo

○ Constantly updates CVE list

○ ~80 new CVEs daily (2023)

○ From Mitre, distros@openwall

and mail (team@security.d.o)

● Needs evaluation and call to action

● Can be fixed by anyone

● Security Team might issue a DSA
○ Debian Security Advisory 16



Security Team

● 3 options for CVEs
○ Apply fix and release DSA

■ Security feed

■ Embargoed (?)

○ Document and contact Maintainer
■ Proposed updates

■ Public - BTS and Infrastructure

○ Do nothing
■ Document

● Fixed with “backporting” changes
17



Fixing CVEs
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Different Views

● Upstream
○ Fix the issues

■ New major release

■ Minor/Patch release

■ Complete documentation

● Debian
○ Older version

○ Frozen in time

○ Backport the patches
■ New Debian release (+deb12u1)
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The Process
● Find a CVE to fix

● Confirm impact

● Identify the fix
○ Apply the patches

○ Modify the patch

○ Document changes

● Review backporting changes

● Test the changes

● Submit the fixed package

● Watch for regressions
20



Severe Vulnerabilities
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● Sec. Team informed

○ Contact maintainer

● Evaluate CVE

● Identify the fix

● Backport fix

● Prepare the upload

● Prepare DSA

● Watch for regressions



Minor Vulnerabilities
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● Sec. Team informed

● Evaluate CVE

● Identify the fix

● Contact maintainer

○ BTS

● Backport fix

● Prepare the upload

● Watch for regressions



Contact
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● charles [at] debian [dot] org

● Matrix: charles:matrix.debian.social

● IRC: charles (oftc/libera)

● Questions or Comments?

● License: CC BY-SA 4.0           



From here downwards: 
slides for presenting
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Debian stable

● Frozen in time
○ Older versions of SW
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