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IPFS Project

● Started in 2015 with two simple, radical ideas:
Content addressing, all the way down, creates 
self-certifying data.
Decentralized networks shaped by users, not 
platforms.

● Today, a family of protocols to store, verify, and 
share data across distributed networks – the 
building blocks for a better web.



1.
Resilient Public 

Network

Peer-to-peer public network 
for all. 5+ billion files.

Resilient to censorship and 
outages.

Content discovery + routing
Data transfer
Data verification
Pinning + persistence
Browser support for ipfs:// + more

2.
Private/ 

Permissioned 
Data Sharing

Networks for collaborative 
archiving, large-scale 
scientific collaboration, local 
enterprise networks, & more.

Everything from public
+ roll-your-own gateways
ipfs-cluster
ipfsspec
& more

People use IPFS for 3 main reasons:

3.
Content 

Addressing

Building blocks for content 
addressing the whole damn 
internet. Small, fast, 
interoperable. BYO 
networking.

IPLD
Content-Addressed Archives (CAR)
DASL + RASL + MASL
CID Congress series
Interop w/ WARC, ZARR, etc.



IPFS Timeline 2015-2025
2015 go-ipfs alpha
2017 Turkish Wikipedia & Catalan referendum sites mirrored on IPFS
2018 Pinata launches 
2019 IPFS Camp #1 (Barcelona)
2020 Filecoin network launch
2021 IPFS in Brave browser, NFT boom, Shoah Foundation verifiable archives
2022 IPFS Camp #2 (Lisbon) 
2022 Taiwan’s MODA site mirrored on IPFS
2023 Renames: go-ipfs → kubo, js-ipfs → helia, IPFS Thing #2 (Iceland)
2023 IPFS goes to space in p2p satellite comms
2023 Bluesky launches using IPLD
2024 helia/verified-fetch released
2024 Rise of the mini-libs: DASL, atcute, dag-cbrrr, rust_cid_npm
2025 Over 5 billion files on IPFS, 41 million Bluesky users of IPLD, ATProto
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More efficient

More credible
More open



IPFS makes computing & the web...

More credible
More open

More fun
More efficient



…through a consolidating browser landscape!

Source: Statista, Internet Browser Market Share 2012-2024

← GUESS WHO?

https://www.statista.com/statistics/268254/market-share-of-internet-browsers-worldwide-since-2009/


P2P: Theory Meets World

By design, your node talks to 
other nodes to find & fetch 

content by CID.

In practice, most web users 
aren’t running a node.

50-100 apps installed, 7-10 daily use.
87% of Chrome extensions have <1,000 

installs. IPFS Companion: 50,000.

So in 2018 we introduced 
gateways (computers that speak 

both HTTP and IPFS).

ipfs:// http://

¯\_(ツ)_/¯

IPFS

Gateway

je ne parle 
pas d’IPFS



P2P: Theory Meets World

ipfs://cid

https://ipfs.io/cid
Most users don’t have IPFS 
clients installed, so webapp 
devs hardcode gateway URLs.

Re-centralization: 2 billion 
files at peak, 1-4 gateways.

The ideal way. Most 
browsers don’t support this 
yet.



Ok, so let’s make browsers more P2P.



Approach 1: New browsers that embrace Web3

…but it’s hard to get people to switch browsers.

Beaker (dat://)

Brave (ipfs://)



…but browsers are (rightly) cautious and progress is slow.

Approach 2: Add ipfs:// to popular browsers

Issues getting response, but only  
after 1 year

Chromium fork

Electron fork (ipfs://)



…we need another path in parallel.

Approach 2: Some successes, but slow.

🎉 Summer 2025: Ed25519 shipped in Chrome!

2022: Pre-defined custom protocol 
handlers in Chromium



Approach 2: Want to help?

Do you like streaming hashing in 
WebCryptoAPI? BLAKE3?

Want to webkit to fix localhost bugs? Remote 
attested TLS?

Share your needs and use cases in the 
discuss.ipfs.tech forum thread. 



Approach 3: New use of old browser capabilities
Service Workers – a scriptable network proxy in a web browser that manages 
network requests

HTTP
IPFS

Gateway



The helia/verified-fetch 
library within a Service Worker 
facilitates direct verified retrieval of 
content-addressed data.

Approach 3: New use of old browser capabilities
Service Workers – a scriptable network proxy in a web browser that manages 
network requests

Service Worker

helia/verified-fetch



Approach 3: The Post-Gateway Future

● (Now) App devs can add drop-in service workers. 
Possibilities abound!

● (Soon) ipfs.io gateway experiments to add service 
workers that push more traffic to true p2p. 
Progress, monitoring, and metrics published.

● (Late 2026) Expect some rate limiting on gateways.

● Spread the load so the public network can be a true 
p2p commons.

http://ipfs.io


Approach 4: Don’t, Actually
Servers are acceptable if your data is content-addressed + you decentralize who 
controls the servers.

← COMMUNITY-DRIVEN 
MINI LIBS for CIDs & 
CBOR, MANY FROM 
ATPROTO DEVS



Approach 4: Don’t, Actually
Servers are acceptable if your data is content-addressed + you decentralize who 
controls the servers.

← YOU MADE US WRITE A 
LIGHTER-WEIGHT IPFS 
FAMILY SPEC CALLED 
✨DASL✨

ROBIN @ 3:15p 
DECENTRALIZED COMM 
DEVROOM
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